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1. We are submitting certain information contained in this study report and related appendices in confidence[footnoteRef:1].  In particular, the information provided in confidence represents disaggregated costing and related information which is the type of information that the Commission has already determined should be treated as confidential.  Release of this information on the public record would provide potential competitors with invaluable competitively-sensitive information that would not otherwise be available to them, and which would enable them to develop more effective business strategies.  Release of such information could also prejudice our competitive position resulting in material financial loss and cause us specific direct harm. [1:  	This information is filed in confidence with the Commission pursuant to section 39 of the Telecommunications Act and the directions provided by the Commission in the Appendix to Broadcasting and Telecom Information Bulletin CRTC 2010-961, Procedures for filing confidential information and requesting its disclosure in Commission proceedings, dated 23 December 2010, as amended in Broadcasting and Telecom Information Bulletin CRTC 2010‑961-1, dated 26 October 2012.] 


2. In addition, the information related to the interconnection arrangements we have with Telus and SaskTel related to the Next Generation 9-1-1 (NG9-1-1) network is confidential.  Furthermore, given the significant role of our 9-1-1 networks in ensuring ongoing public safety, certain detailed information about our networks would be inappropriate to place in the public domain under any circumstances for security reasons, as this information could be used by others in a way that could negatively impact our 9-1-1 networks.  For example, for security reasons, information related to the security, reliability, redundancy and resiliency measures that we have implemented in our NG9-1-1 network or other technical information is confidential and has consistently been treated as such by us. Similarly, our recent and future software development plans in the context of NG9-1-1, as well as the anticipated timeframe associated with this work are confidential, for security reasons.  The abridged versions of this report and the related Appendices are provided for the public record.
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3. The purpose of this study is to support the introduction of National Service Tariff (NST) CRTC 7400 Item 601 – Next Generation 9-1-1 (NG9‑1‑1) Service.

4. 
NG9-1-1 service will be provided in the operating territories of the following incumbent local exchange carriers (ILECs):

· Bell MTS in Manitoba;
· Bell Canada in Ontario and Quebec;
· Bell Aliant in New Brunswick, Nova Scotia, and Prince Edward Island  and
· Télébec in Quebec.

5. The service will also be provided in the operating territories of the following small ILECs (SILECs):

· DMTS, a division of Bell Canada;
· KMTS, a division of Bell Canada;
· NorthernTel, Limited Partnership;
· Ontera, a division of NorthernTel, Limited Partnership; and
· Groupe Maskatel Québec S.E.C., which includes Téléphone de St-Victor, Téléphone Upton Inc. and Téléphone de St-Éphrem Inc.

6. The above ILECs and SILECs are hereinafter collectively referred to as the Bell Companies.

[bookmark: _Toc366241708][bookmark: _Toc63438066][bookmark: _Toc63925033][bookmark: _Ref65160896][bookmark: _Toc67490840][bookmark: _Toc85445639]Background

7. By way of background, this section identifies the key decisions related to NG9-1-1 that led to the introduction and filing of tariffs for this service, which affected the costs that are captured in the cost study addressed in this report. The list of these decisions and the related key determinations are as follows:

· In TRP 2014-342[footnoteRef:2], the Commission stated that Canadians should have access to new, enhanced and innovative 9-1-1 services with Internet protocol (IP) based capabilities, otherwise referred to as NG9-1-1 services, and announced its intention to establish an NG9-1-1 regulatory framework. [2:  	Telecom Regulatory Policy CRTC 2014-342, 9-1-1 action plan.] 

· In Decision 2015-531[footnoteRef:3], the Commission approved the adoption of the National Emergency Number Association (NENA) i3 architecture standard (the NENA i3 standard) for NG9-1-1 in Canada to facilitate the transition from the current enhanced 9‑1-1 (E9-1-1) systems to NG9-1-1. [3:  	Telecom Decision CRTC 2015-531, CISC Emergency Services Working Group – Consensus report regarding a Next-Generation 9-1-1 network architecture standard for Canada.] 

· In TRP 2017-182[footnoteRef:4], the Commission directed all ILECs to establish their NG9-1-1 networks and to be ready to provide NG9-1-1 voice service by 30 June 2020 wherever public safety answering points (PSAPs) have been established in a particular region. In the same decision, the Commission directed ILECs to support existing 9-1-1 voice services over the existing E9-1-1 networks in parallel with the new NG9-1-1 networks during the transition.  The Commission also directed ILECs to decommission their current E9-1-1 network components that will not form part of their NG9-1-1 networks by 30 June 2023.  Finally, the Commission directed all ILECs to file proposed NG9-1-1 wholesale and retail tariffs with supporting cost studies reflecting the incremental costs of adding new NG9-1-1 network, services or functionalities. [4:  	Telecom Regulatory Policy CRTC 2017-182, Next-generation 9-1-1 – Modernizing 9-1-1 networks to meet the public safety needs of Canadians.] 

· Given the force majeure situation posed by the COVID-19 pandemic, the Commission suspended the NG9-1-1 deadlines established in TRP 2017-182 and stated a preliminary view for the establishment of new deadlines in a letter dated 8 April 2020[footnoteRef:5]  (hereafter, the Commission letter).  In that letter, Commission staff expressed its preliminary view that the 30 June 2020 date would be changed to 30 March 2021 while the 30 June 2023 date would be changed to 30 March 2024.  Proposed tariffs and supporting cost studies would have been aligned on those dates. [5:  	See Telecom Commission letter dated 8 April 2020, re: Suspension of Next-Generation 9-1-1 deadlines due to COVID-19.] 

· In Decision 2018-188[footnoteRef:6], the Commission varied its determination in TRP 2017-182 and directed us to include NG9-1-1 related connections of secondary PSAPs in future NG9‑1‑1 network access tariffs.  The related costs are thus included in our cost study. [6:  	Telecom Decision CRTC 2018-188, New Brunswick 9-1-1 Bureau, on behalf of public safety answering point organizations – Application to review and vary Telecom Regulatory Policy 2017-182 regarding next-generation 9‑1-1 services.] 

· In TRP 2019-66[footnoteRef:7], the Commission considered it appropriate for NG9‑1‑1 network providers to have arrangements in place with a third-party call centre for default routing in the unlikely event that routing information is not available, such as a failure of a Location Information Server (LIS)[footnoteRef:8].  The Commission further noted that the cost of the hosted LIS and Hosted Additional Data Repository (ADR) functionality should be included in the NG9‑1‑1 network providers' NG9-1-1 access tariffs[footnoteRef:9], and hence in the underlying cost study. [7:  	Telecom Regulatory Policy CRTC 2019-66, Next-generation 9-1-1 network design efficiencies.]  [8:  	TRP 2019-66, paragraph 35.]  [9:  	TRP 2019-66, paragraph 24.] 

· In Decision 2019-353[footnoteRef:10], the Commission directed NG9-1-1 network providers to provision each PSAP site they serve with two physically diverse Internet protocol virtual private network (IP VPN) facilities to meet the reliability, resiliency, redundancy, and diversity requirements for NG9-1-1 where dual entries to the PSAP building exist or are possible.  As a result, the associated costs are included in our cost study. [10:  	Telecom Decision CRTC 2019-353, CISC Emergency Services Working Group – Consensus report on matters related to compatibility, reliability, resiliency, and security for next-generation 9-1-1.] 

· In Decision 2020-150[footnoteRef:11], the Commission directed NG9-1-1 network providers to be the default geographic information systems (GIS) data aggregators for their serving territories. The associated costs are included in our cost study.  [11:  	Telecom Decision CRTC 2020-150, CISC Emergency Services Working Group – Consensus report ESRE0089 regarding next-generation 9-1-1 mapping and addressing considerations.] 

· In TNC 2020-326[footnoteRef:12], the Commission initiated a proceeding to establish new deadlines for Canada's transition to NG9-1-1 for all of the key NG9-1-1 milestones, including the dates set out in the Commission letter referenced earlier. [12:  	Telecom Notice of Consultation CRTC 2020-326, Call for comments – Establishment of new deadlines for Canada's transition to next-generation 9-1-1.] 

· In TNC 2021-199[footnoteRef:13], the Commission established new deadlines for the transition to NG9-1-1. Specifically, the Commission directed NG9-1-1 network providers to establish their NG9-1-1 networks, to complete the Originating Network Provider (ONP) production onboarding activities and to be ready to provide NG9-1-1 voice service by 1 March 2022 and to file the proposed wholesale and retail tariffs no later than 1 November 2021.  [13:  	Telecom Decision CRTC 2021-199, Establishment of new deadlines for Canada’s transition to next-generation 
9-1-1.] 

· On 2 March 2021, the Independent Telecommunications Providers Association (ITPA) filed a Part 1 Application regarding the development of retail and wholesale NG9-1-1 rates in the geographic areas covered by SILEC exchanges, where they requested the Commission to order ILECs to report Wireless Telephone Number (WTN) counts to each SILEC every month. The decision on this Part 1 is pending.
· 
On 3 June 2021, the Province of New Brunswick filed a Part 1 Application requesting clarification that ILECs may deliver ESInet services to Points of interconnection at Data Centres not located at existing PSAPs. The decision on this Part 1 is pending.

8. This report provides details on the cost study we conducted in support of our proposed NG9-1-1 rates which will be incremental to the existing E9-1-1 rates as per the Commission's directive in TRP 2017-182[footnoteRef:14].  The report also provides the cost study results in the Appendices and identifies the proposed rates. [14:  	TRP 2017-182, paragraph 74.] 
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9. The NG9-1-1 service is enabled through the implementation of an all-IP infrastructure including but not limited to a managed, private and dedicated IP network referred to as the Emergency Services Internet Protocol network (ESInet).  The ESInet provides the transport and interconnectivity for all NENA i3-compliant PSAPs (i3-PSAPs)[footnoteRef:15] within the serving area as well as interconnection points to which ONPs supporting 9-1-1 calling over IP-capable networks interconnect (Refer to Figure 1 for a high level representation of the architecture).  For i3‑PSAPs, the ESInet is delivered using the Company's IP VPN service to the PSAPs' operations premises authorized by the 9-1-1 Authority.  The NG9-1-1 service also provides a series of applications and service interfaces known as NG9-1-1 Core Services (NGCS).  At the launch date, the Bell Canada NGCS will be i3 version 3 compliant and we intend to upgrade the infrastructure as the NENA i3 standard evolves over time.  The NG9-1-1 service features are described in the User to Network Interface (UNI) and Network-to-Network Interface (NNI) specifications available to i3-PSAPs and ONPs, respectively. [15:  	In this document the terms "i3-PSAP" and "NG9-1-1 PSAP" are used interchangeably.] 


10. 
The Bell Canada NGCS offers a rich set of features, including the following:

· [bookmark: _Toc61971118]
· Selective Routing
· [bookmark: _Toc61971119]Selective Transfer
· [bookmark: _Toc61971120]External Transfer
· [bookmark: _Toc61971121]Attended Transfer
· [bookmark: _Toc61971122]Blind Transfer
· Wireless 9-1-1 Phase II service
· [bookmark: _Toc61971123]Multiparty Bridging
· [bookmark: _Toc61971124]Emergency Callback
· [bookmark: _Toc61971125]Service/Agency Locator
· [bookmark: _Toc61971126]Civic Location Validation
· [bookmark: _Toc61971127]Alternate Routing
· [bookmark: _Toc61971128]Policy-Based Routing
· [bookmark: _Toc61971129]State-based Routing
· [bookmark: _Toc61971130]EIDO Conveyance
· [bookmark: _Toc61971131]Policy Storage
· [bookmark: _Toc61971132]Call Reroute
· [bookmark: _Toc61971133]DNS Service
· [bookmark: _Toc61971134]Network Time Protocol (NTP) Service
· [bookmark: _Toc61971135]Logging Service
· [bookmark: _Toc61971138]Location Dereference
· [bookmark: _Toc61971139]Additional Data Dereference
· [bookmark: _Toc525638185][bookmark: _Toc28691042][bookmark: _Toc61971140]Incident Tracking Identifier
· [bookmark: _Toc525638186][bookmark: _Toc28691043][bookmark: _Toc61971141]Call Identifier
· [bookmark: _Toc61971145]PSAP Service State Consumer
· [bookmark: _Toc26907978][bookmark: _Toc26909516][bookmark: _Toc28876752][bookmark: _Toc28877335][bookmark: _Toc28962924][bookmark: _Toc28963399][bookmark: _Toc26907979][bookmark: _Toc26909517][bookmark: _Toc28876753][bookmark: _Toc28877336][bookmark: _Toc28962925][bookmark: _Toc28963400][bookmark: _Toc61971146]PSAP Security Posture Consumer
· [bookmark: _Toc61971147]PSAP jCard
· [bookmark: _Toc61971148]PSAP Service URIs
· [bookmark: _Toc61971149]Discrepancy Reporting
· [bookmark: _Toc61971150]Abandoned Call Event
· [bookmark: _Toc61971151]Public Key Infrastructure
· [bookmark: _Toc61971152]Certificate Management
· [bookmark: _Toc61971153]Test Calls
· [bookmark: _Toc61971154]Policy Routing Rule Testing
· [bookmark: _Toc61971156]High Service Availability
· Cybersecurity and Perimeter Protection
· PSAP Call Control support
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[bookmark: _Toc67490842][bookmark: _Toc85445641]Service Characteristics
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11. The NG9-1-1 service provides for the following: 

· Provisioning of NG9-1-1 service to the 9-1-1 Authority within the serving area;
· Provisioning of ESInet data connection with redundant and diverse facilities, dependent upon availability, to PSAP locations designated by the 9-1-1 Authority;
· Routing and enabling transfers of 9-1-1 calls to the Primary PSAP (P-PSAP) and Secondary PSAP (S-PSAP) according to the policy routing rules provided by the 9-1-1 Authority including those outlined in PSAP contingency plans;
· Transmitting geodetic and/or civic location information, call back number of the 9‑1-1 caller and any additional data elements as made available by the ONPs;
· Aggregating, maintaining and updating mapping and addressing, using information provided by the 9-1-1 Authority;
· Submitting discrepancy / errors reports to the 9-1-1 authorities;
· A Legacy Selective Router Gateway (LSRG) function enabling 9-1-1 calls to flow between the NG9-1-1 network and the legacy E9-1-1 network during the transition period;
· A dedicated 24x7 National 9-1-1 Control Centre to support the NG9-1-1 service; and
· A Basic 9-1-1 default routing alternative.

12. NG9-1-1 service provides our wholesale and retail customers with the universally recognized three-digit "911" dial access to emergency response agencies serving their communities.  The Bell Companies support customer access to the "911" code to provide service coverage as specified in the agreement with the municipality/government.  Answering of the call and the emergency response is the responsibility of the municipality/government and is not provided as part of NG9-1-1 service and therefore no such costs are included in this study.

13. Modern, state-of-the-art and proven infrastructure and fabrics such as Network Function Virtualization (NFV), Software-Defined Networking (SDN), Orchestration and Automation, Smart Cores, Intelligent Transport, Parallel Reliability and Availability, multi-fault engineering, local and geo-redundancy, among others, are key aspects that drove the design and architecture work behind our NGCS and ESInet, to ensure that the infrastructure as a whole is fault-tolerant, exceeding the typical "carrier-grade" five-9s (99.999%) service availability.

[bookmark: _Ref63683547][bookmark: _Toc63438070][bookmark: _Toc63925036][bookmark: _Toc67490843][bookmark: _Toc85445642]Service Building Blocks

14. For purposes of this report, we have created "Building Blocks" representing cohesive buckets based on functionality, deliverables or activities that, taken as a whole, represent our entire NG9-1-1 network.  Each building block is described in the subsections below.

15. Figure 1 below provides a schematic diagram of the physical and logical architecture of the NG9-1-1 network and its key components.

[bookmark: _Ref63256197]
Figure 1
Overall Diagram of NG9-1-1 Components
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Figure 2
Inter-ESInet Interconnection Model

[image: ]
Note: For colour codes, see Figure 1

16. In TRP 2017-182, the Commission determined that NG9-1-1 networks in Canada must be interconnected to form a national network of networks.  Currently, there are three ESInet providers in Canada:

· Bell Canada, Bell Aliant and Bell MTS (in the provinces of Manitoba, Ontario, Quebec, New Brunswick, Nova Scotia, Prince Edward Island and Newfoundland and Labrador);
· SaskTel (in the province of Saskatchewan); and
· Telus (in the provinces of Alberta and British Columbia).

17. In Decision 2018-217[footnoteRef:16], with respect to ESInet-to-ESInet interconnections (refer to ESRE0082[footnoteRef:17]), the Commission stipulated that NG9-1-1 network providers shall: [16:  	Telecom Decision CRTC 2018-217, CISC Emergency Services Working Group consensus items – Next-generation 9-1-1 technical and operational considerations and trial logistics.]  [17:  	CISC ESWG Consensus Report to the CRTC on ESInet-to-ESInet Interconnection Logistics, ESRE0082] 


· Provide private and dedicated facilities;
· Provide high availability and survivability in the event of planned or unplanned outages;
· Ensure that all physical devices and components providing ESInet-to-ESInet interconnections be architected to comply with carrier-grade standards;
· Provide a minimum of two geo-diverse physical interconnections with a separation of at least 100 kilometres between them;
· When technically feasible and available, consider optical fibre as the preferred Layer-1 media, and Ethernet as the preferred Layer-2 technology;
· Optimize the bandwidth required on specific network ports by applying traffic-rate-shaping methodologies;
· Use private Layer-3 VPN services to create an ESInet-to-ESInet IP-NNI;
· Use public IP addresses, with bilateral agreement on which NG9-1-1 network provider's address space is used;
· Support Dual Stack IPv4/IPv6;
· Ensure that IP or service Maximum Transmission Units (MTUs) do not exceed the link layer MTU and support the IPv4 and IPv6 minimums;
· Utilize dynamic routing protocols to facilitate route prefix exchanges and to provide the mechanisms to achieve efficiencies for multipath routing;
· Implement NENA i3 architecture standard, version 3, DSCP values, with each regional ESInet performing egress traffic shaping and policing, in accordance with its organization's established Quality of Service (QoS) practices, while achieving the NENA i3 architecture standard, version 3, recommended packet prioritization;
· Implement network and transport layer security measures in accordance with each NG9-1-1 network provider's best practices;
· Allow only NG9-1-1-related traffic on the service interconnection;
· Support the application protocols listed in section 2.3 of ESRE0082;
· Extend current network surveillance, monitoring, and management functions at each end of the ESInet-to-ESInet IP-NNI to proactively monitor in real time the status of the interconnections and provide a timely resolution to trouble conditions;
· Size bandwidth based on ESInet-to-ESInet call transfer requirements;
· Monitor bandwidth utilization scale to meet growth, expansion, and demand, with considerations to performance; and
· Routinely perform security audits and apply security patches as appropriate.

18. 
Bell Canada developed separate bi-lateral agreements and interconnection design with both Telus and SaskTel.  Each interconnection architecture meets the requirements listed above.

19. Both Inter-ESInet interconnection models follow the same conceptual idea where one party meets the other in its serving territory over its own facilities.  This way, diversity between the routes is maximized.  For example, Bell Canada uses its own national network to meet Telus in the West while Telus uses its own transport network to meet Bell Canada in the East.  Each NG9-1-1 network provider established two diverse links with its peering partner for a total of four totally diverse links terminating in four geo-diversified meet-me points.

[bookmark: _Toc63438072][bookmark: _Toc63925038][bookmark: _Toc67490845][bookmark: _Toc85445644]Interconnection with Telus

20. [bookmark: _GoBack]The following diagram depicts the high-level design for the inter-ESInet interconnections between the Bell Canada ESInet and the Telus ESInet.

Figure 3
Inter-ESInet Interconnections with Telus
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22. The following diagram depicts the high-level design for the inter-ESInet interconnections between the Bell Canada ESInet and the SaskTel ESInet.

Figure 4
Inter-ESInet Interconnections with SaskTel
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25. The ESInet is a fully managed, private IP Network dedicated to NG9-1-1 services.  It interconnects entry points (e.g., point of interconnection (POI) sites, Inter-ESInet, NG9-1-1 PSAPs), NGCS and exit points (e.g., NG9-1-1 PSAPs, Legacy Selective Router Gateway (LSRG) and Basic 9‑1‑1 SafetyNet).  The perimeter of the ESInet is delimited at the Tariff Demarcation Point (Tariff Demarc).  The ESInet is extended to NG9-1-1 PSAP premises through IP VPN circuits, where the Tariff Demarc is at the LAN port of the Customer Edge (CE) router as such, the CE router is part of the ESInet.

26. The Bell Canada ESInet leverages its highly reliable IP/Multiprotocol Label Switching (IP/MPLS) Core network over which a private, dedicated Virtual Routing and Forwarding (VRF) facility is established for the sole purpose of NG9-1-1 communications.

27. As per Decision 2019-353, NG9-1-1 service providers are required to provision each PSAP site they serve with two physically diverse IP VPN circuits to meet reliability, resiliency, redundancy and diversity requirements, where dual entries to the PSAP building exist or are possible.  While all PSAPs have migrated from legacy X.25 to IP VPN data circuits as part of the Wireless Phase II Stage 2 and Text with 9-1-1 (T9-1-1) initiatives, not all are served by two circuits; some S-PSAPs are only served by a single IP VPN circuit.  To meet this requirement, the addition of a second physically diverse IP VPN circuit including the design, deployment, configuration, testing and ongoing monitoring of such additional redundant IP VPN circuit to those S-PSAPs that only have a single circuit is included in this study.  To ensure reliability, resiliency, redundancy and diversity compliancy for PSAP sites we served in our 9-1-1 territory, we undertook a complete review of the current IP VPN circuit designs, including dual circuits as well as the addition of a diverse second circuit.  Considering that the realisation of a suitable dual entrance solution at a particular PSAP building ultimately lies with the PSAP and that assessing the technical feasibility for each site would require significant time, we assumed that 

# Filed in confidence with the CRTC.
all sites could support dual entrances.  The result of our assessment is that, out of the 	# 
PSAP sites, 		# will be served by dual circuits on fibre with full diversity (Provider Edge (PE) router, Customer Edge (CE) router, Central Office (CO) and access route diversity).  The remaining 	# sites will still be served with dual circuits over fibre but due to a number of conditions preventing us building diversity in full (e.g., natural barriers such as crossing a river or a highway, or no other CO in the region, or the site being served by another ILEC), the diversity provided will be based on what is possible to do under the stated conditions.  The new circuits will range in bandwidth depending on several factors.  As we move in the PSAP onboarding process, individual detailed assessments will be conducted for each PSAP that needs a physically diverse IP VPN circuit.  Site-specific factors such as natural landscape, security, environment, sharing, colocation and dynamic routing will be explored and analyzed in order to determine the most appropriate configuration, bandwidth and QoS each PSAP site needs.  This is also critical to ensure that PSAPs make use of the best redundancy and failover functionalities provided by the new NG9-1-1 network.

28. As mentioned above, our cost study includes the cost associated with the upgrade of some existing IP VPN circuits for dual-circuit PSAPs.  This upgrade is necessary to meet the diversity requirement set out in Decision 2019-353.  In particular, to meet the mandated diversity requirement, the two circuits deployed must be on the same physical access technology (i.e., both on copper or both on fibre).  However, today, some PSAPs with dual circuits have the primary circuit on one technology (e.g., fibre) and the redundant circuit on another (e.g., copper).  Our current inventory and operational systems being access-dependent, we cannot ensure that the route diversity requirement is maintained over time if the two circuits are on different access technologies.  In other words, while we are able to ensure that two fibre routes are and remain completely diverse over time, we are unable to track and ensure that a copper route does not use the same route path as a fibre path.   Even if we could do this manually at initial build, we could not guarantee that this would be preserved as network changes occur and there is no system to ensure such diversity (i.e., we can only ensure diversity for the same technology).  As a result, in such circumstances and in order to ensure the original diversity is maintained over time, we will move the copper circuit to fibre as it only makes sense to upgrade the PSAPs to fibre rather than downgrade them to copper.  These costs are reflected in our study.

# Filed in confidence with the CRTC.
29. Our cost study also includes the costs associated with the interconnection fabrics between all points as well as IP/MPLS and VRF costs, with the exception of the cost of the existing IP VPN circuits to PSAPs that were established as part of the migration from X.25 to IP data connection.  We have also included the costs for the additional physically diverse IP VPN circuits to those PSAPs currently served by one circuit and the cost to upgrade certain IP VPN circuits to use the same access technology as their siblings as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing all affected circuits.

30. In Manitoba, Bell MTS hosts and offers at commercial rates a hosted Call Handling solution to Manitoba PSAPs.  It should be noted that the ESInet is extended to this hosted Call Handling solution; the IP VPN circuits to the premises of PSAPs that have opted for this solution are not part of the cost study as they are part of the commercial offer to these PSAPs.

31. For the Manitoba PSAPs not participating in the Bell MTS hosted Call Handling solution, IP VPN costs for two redundant links to their premises (primary site, secondary site and backup site) are included in our cost study as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing the links.
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Figure 5
NG9-1-1 POI Infrastructure
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32. The NG9-1-1 POIs are the entry points into the ESInet.  We have deployed four NG9-1-1 POIs for ONPs to interconnect to our ESInet.  All four POIs are built the same way with the exception of the Peering Routers where we apply a dual-vendor architecture as a measure to mitigate risks of software/firmware issues that could take down one vendor's product across the entire platform.  The sites have been carefully selected to facilitate interconnections for ONPs anywhere they provide service to end-users within our 9-1-1 serving area.  As such, considering the option of interconnecting through mandated co-location spaces, the selected sites are COs.  The distance between COs exceeds the minimum requirements set by the Commission in TRP 2019-66.  All POI sites have access control to the building and are equipped with redundant heat, ventilation and air conditioning (HVAC) systems, redundant direct current (DC) power plants with diverse power sources and power backups capable of sustaining a prolonged power outage.  The equipment is located in secure data rooms with access control and racked in dedicated cabinets equipped with front and back doors.  Each cabinet is clearly identified with highly visible "9-1-1" labels.  All the equipment in the cabinets is also individually labeled.  The cables to and from the equipment are also labeled at both ends.  These measures are taken to avoid the human error of accidentally touching the equipment.

33. All NG9-1-1 POIs are interconnected to the network in the exact same way as described above.  The major hardware components of POI are listed below:

· Redundant inline Cybersecurity Protection equipment;
· Redundant NG9-1-1 Peering Routers;
· Redundant i3-Border Control Function (BCF) comprising;
· Redundant Session Border Controllers (SBCs);
· Redundant Firewalls.
· Fibre taps; and
· Security Operations Centre (SOC) probes.

34. This cost study contains the costs of the equipment listed above, the cost of the switching fabric that links them together and the cost of the inter-networking external to the POI equipment as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing the POIs.
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NG9-1-1 Core Services (NGCS)

Figure 6
NGCS Node
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35. NGCS are defined in NENA i3 as the base set of services needed to process a 9‑1‑1 call on an ESInet.  These services are provided by specific, purpose-build and functionality-oriented software applications and databases, most of which were developed in-house by Bell Canada.  The salient NGCS applications and services are listed below:

· Emergency Services Routing Proxy (ESRP)
· Policy Routing Function (PRF)
· Emergency Call Routing Function (ECRF)
· Location Validation Function (LVF)
· Policy Store
· Authentication Web Service
· Hosted Location Information Server (LIS)
· Hosted Basic Call-ADR
· Authoritative Domain Name System (DNS)
· Recursive Domain Name System (DNS)
· Forwarding Domain Name System (DNS)
· Outbound Call Interface Function (OCIF)
· Focus
· Conference-Factory
· Media Server/Mixer
· Test Call System
· Service/Agency Locator
· Internal Logging Service
· HTTP Proxy
· Network Time Protocol (NTP) Service
· PSAP Credentialing Agency (PCA) Service

36. The software applications are hosted in service nodes running in a virtualized environment benefitting from modern, state-of-the-art and proven infrastructure and fabrics such as NFV, SDN, Orchestration and Automation and Smart Cores.  All applications are locally redundant and evolve in clusters with their sibling sites.  Through NFV Orchestration and Automation, additional instances of the application can be spawn in near real-time to react to demand or to a sudden and unexpected shutdown of the active applications in any site.  Virtualized environments have been dedicated to NG9-1-1 to avoid cross-service impacts, as well as to allow for fine-tuning the environment to the specific needs of NG9-1-1.

37. In support of the applications, each service node is equipped with terminal servers (management access), standalone servers (monitoring) and other appliances such as NTP servers with external antennas.

38. The service nodes reside in four distinct data centres, fully geo-diverse but yet all interconnected through a private and dedicated network separate from the IP/MPLS Core network.  The distance between data centres exceeds the minimum requirements set by the Commission.  All data centres have access control to the building and are equipped with redundant HVAC systems, redundant DC power plants with diverse power sources and power backups capable of sustaining a prolonged power outage.  The equipment is located in secure data rooms with access control and racked in dedicated cabinets equipped with front and back doors.  Each cabinet is clearly identified with highly visible "9-1-1" labels.  All equipment in the cabinets is also individually labeled.  The cables to and from the equipment are also labeled at both ends.  These measures are taken to avoid the human error of accidentally touching the equipment.

39. 
The design of the Bell Canada NGCS adheres to the highest standards for reliability, redundancy and resiliency, similar to our ESInet.  As a matter of fact, we consider this as critical infrastructure.  As such, reliability, redundancy and resiliency considerations have been the foundation and driving force in all aspects of the design and architecture work behind our NGCS.  We achieve the highest service availability by applying multi-faults engineering principles and multiplying the number of application instances, both locally and geographically, with no single point of failure.  By doing so, we are meeting and even exceeding the expected service availability of five-nines (99.999%) often referred to for "carrier-grade" infrastructure.  In fact, our NG9-1-1 Core infrastructure is designed to be fault tolerant.  The list of the salient reliability, redundancy and resiliency measures that we have implemented is provided below:
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40. This cost study includes the costs associated with developing NGCS software applications, the acquisition of appliances and licenced software products, standalone servers, terminal servers, networking fabrics as well as the hardware and software costs of the dedicated virtualized environments associated with all service node sites as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing the NGCS Service Nodes.
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41. Security has always been at the forefront of everything at the Bell Companies.  We ensure that we are always fully apprised of the latest security threats, vulnerabilities, potential breaches, data thefts and other security risks we face 24 hours a day, 7 days a week.  Counter measures are constantly being updated and applied across the entire corporation to mitigate these risks.  Additionally, we actively participate in industry fora and security initiatives in place 
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in Canada and internationally.  With NG9-1-1, the same measures along with additional and improved measures have been put in place to ensure the entire NG9-1-1 environment is secure and protected.  These measures include but are not limited to:
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42. This cost study includes the costs associated with implementing the measures identified above in the NG9-1-1 environment as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing the security measures for conformance.
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43. As 9-1-1 moves from the traditional and organically secure telephone network infrastructure to an entirely new all IP platform, cybersecurity becomes a primary concern.  To protect its NG9‑1‑1 network and services and the customers connected to it, Bell Canada implemented a number of measures that build on the security measures described above.  These include the following:

· #		 
	#
· #		 
	#
· #	#
· #	#
· #		 
	#
· #	#
· #	#
· #		 
	#
· #		 
	#
· #	#
· #	#
· #	#

44. This cost study includes the costs associated to the implementation of these measures on the NG9-1-1 environment as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing the Cybersecurity and Perimeter Protection measures for conformance.
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Figure 7
LSRG
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45. The LSRG is a transitional functional element that sits between the E9-1-1 network and the NG9-1-1 network.  As such, it does not expose an interface to ONPs nor PSAPs and is expected to be decommissioned at the end of the transition period, along with the E9-1-1 infrastructure.  The LSRG supports the interworking of emergency calls originating on one network and terminating on another network.  For example, an emergency call originating on the E9-1-1 network (the ONP is still connected to the E9-1-1 Tandems) that is to be routed to a PSAP that has migrated to NG9-1-1, will transit through the LSRG (known as the ingress-LSRG scenario).  Conversely, an emergency call originating on the ESInet (the ONP has migrated to NG9-1-1) that is to be routed to a legacy PSAP still served by the E9-1-1 network, will transit through the LSRG (known as the egress-LSRG scenario).  The LSRG also supports selective transfers between the two networks with associated data flows, irrespective of on which network the PSAP is.  By way of example, if the PSAP is on the NG9-1-1 network and the wireless call originated on the E9-1-1 network, the Wireless Phase II location request will be interworked at the LSRG between the HTTP Enabled Location Delivery (HELD) protocol and the Mobile Location Protocol (MLP) so that the legacy originating network gets the location request associated to the call originating from its 3G network.  Irrespective of how many times the call is selectively transferred between the NG9-1-1 network and the E9-1-1 network, data transmissions such as location requests will always follow suit.  Our implementation supports PSAP Call Control features (i.e., Called Party Hold, Switch-hook Status, On-hook/Off-hook Ringback) in the egress-LSRG and ingress-LSRG (in 2Q 2022) scenarios.  Given that there is no published standard for the LSRG functionality, the Bell Canada LSRG is purpose-build to be conformant to its E9-1-1 and NG9-1-1 infrastructures in order to provide seamless interworking during the transition period.

46. The Bell Canada LSRG is composed of two main sub-elements: a standard gateway function also known as the Protocol Interwork Function (PIF) that performs the protocol interworking between the legacy network and the NG9-1-1 network, and the NG9-1-1 specific application that is responsible for massaging Session Initiation Protocol (SIP) calls as well as interworking the data transmission (e.g., interworking HELD to MLP 3.2 as explained above).

47. The LSRG-PIF can be further decomposed as follows:

· IP interconnections from the ESInet;
· Local Gateway (GW) IP ports;
· Local time-division multiplexing (TDM) ports for interconnections to the legacy E9-1-1 network;
· Dedicated trunk-groups and facilities to/from each E9-1-1 Tandem in the Bell Companies' serving territory;
· Far-end TDM ports on each E9-1-1 Tandem in the Bell Companies' serving territory terminating the dedicated trunk-groups and facilities mentioned above;
· Transport facilities; and
· Core Gateway functionality (capacity-based).

48. The costs associated with the above are included in the cost study since they are causal to the introduction of NG9-1-1.  The study also includes labour costs associated with architecting, designing, engineering, configuring, deploying and testing the LSRG.
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49. This building Block comprises all interconnections external to the Core ESInet.
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Originating Network Interconnection

Figure 8
ONP Interconnection Model 
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50. ONPs operating IP-capable networks (wireline or wireless) providing voice and real-time text to 9-1-1 (RTT9-1-1) services to end-users within the Bell Companies' 9-1-1 operating territories must interconnect to our NG9-1-1 network at a minimum of two of our physical NG9‑1‑1 POIs in order to provide NG9-1-1 service to their own end users.  It is incumbent to the ONPs to meet the Bell Companies at the designated physical POIs. To do so, the interconnection can be established via the following tariffed services:

· Metro-Ethernet offered under the brand Ethernet Inter-networking™ service (EI) and Aliant Ethernet™ (AE); and
· Mandated Co-location with Ethernet Connecting Link (ECCL).

51. ONPs must provision two diverse links to each POIs for local redundancy purposes.  ONPs can connect to two, three or all four POIs for maximum reliability and redundancy.

52. The costs associated with the above are excluded from the cost study as they are covered through the existing tariffs for EI/AE and ECCL.  However, the costs associated with interconnecting the POIs to the Fibre Management System (FMS) as well as labour costs associated with architecting, designing, engineering, configuring, deploying and testing these links are included in the study.
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53. In order to enable ONPs to interconnect to the NG9-1-1 POIs using EI or AE services, each NG9‑1‑1 POI is physically connected to two geo-diverse Metro-Ethernet nodes through the FMS.  These interconnections are achieved with dedicated fibre strands connected to dedicated fibre patch panel appearances (FPPAs) on the FMS.  Interconnections to the sibling Metro-Ethernet site involves inter-office fibres.

54. Included in this study are the costs of the fibre strands and associated cross-connects from the NG9-1-1 Peering Router to the geo-diverse FMS facing the Metro-Ethernet nodes, and the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities. The costs of the Metro-Ethernet nodes and ports as well as the costs of the fibres from the FMS are excluded from the study as they are part of the EI and AE tariffs.
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Figure 9
Mandated Co-location Interconnect
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55. In order to enable ONPs to interconnect to the NG9-1-1 POIs using mandated co-location spaces within the designated NG9-1-1 POI sites, each NG9‑1‑1 POI is pre-provisioned with fibre interconnections to a FMS fibre patch panel appearance.

56. 
This cost study includes the costs of the fibre strands from the NG9-1-1 Peering Router and the FPPAs, the Fibre Management System (FMS) and the fibre breakout between them as well as the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities. The costs of the fibre terminations of the ECCL links on the FMS are excluded from this study as they are part of the ECCL tariff.
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Figure 10
Public DNS Access
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57. In order to perform as expected, the NG9-1-1 DNS, part of NGCS, must be able to connect to the public DNS for discovery of ONP authoritative DNS servers.  This is achieved though a one-way interconnection to the public DNS infrastructure over the public Internet.  It should be noted that traffic from the Internet is completely blocked by firewalls.  Each NG9-1-1 POI is equipped with two accesses to the public DNS through geo-diverse Distribution Routers (DRs).  Should the direct access to the public DNS be down, each NG9-1-1 POI can use the remaining accesses available from the other NG9-1-1 POIs.

58. This cost study includes the costs associated with the firewalls, distribution routers and associated fibres and inter-networking to the NG9-1-1 POIs and between them as well as the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities.  It also includes the cost of fibre connections to the sibling site, which involves inter-office fibres.
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59. The NG9-1-1 POIs are the entry points into the ESInet.  All NG9-1-1 POIs are interconnected to the Core IP/MPLS network, enabling end-to-end communication between ONPs, the NGCS, LSRG and other gateways, peering ESInets and the i3-PSAPs served by IP VPN circuits.  Each NG9-1-1 POI is connected to geo-diverse Provider Edge (PE) routers through fibre stands.  Fibre connections to the sibling site involves inter-office fibres. Each authorized network is compartmentalized in a VRF tunnel.

60. This study includes the costs of the fibres connecting the POIs to the PE routers, the capacity costs of the PE routers and VRFs as well as the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities.
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Figure 11
ESInet – PSTN Connection
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61. The Bell Canada ESInet is connected to the PSTN so that PSTN destinations such as, for example, PSAP-initiated emergency callbacks, are reachable from the ESInet.  This interconnection is established through our IP/MPLS core network over our national transport network and utilizes SBCs and gateways.  The SBCs normalize the SIP signalling while the gateways interwork IP voice communications protocols with legacy communications protocols.

62. This cost study includes the costs of the national transport network and the IP/MPLS Core network, the SBCs and gateways that are used to establish the interconnection between the ESInet and the PSTN as well as the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities.
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63. Bell Canada's 9-1-1 serving territory is vast, currently covering more than half of Canada, from Manitoba to Newfoundland and Labrador.  As previously mentioned, we have carefully selected our NG9-1-1 POI sites to facilitate ONPs operating anywhere in our 9-1-1 serving territory to connect at two or more NG9-1-1 POIs.  NG9-1-1 POIs, NGCS service nodes and NG9-1-1 PSAPs served by IP VPN circuits are part of the ESInet, up to the various demarcation points.

64. We have a robust, redundant and fully diversified intelligent transport network that covers our entire footprint coast to coast.  Our IP/MPLS Core network rides on top of our national transport network and both together constitute the foundation of the Bell Canada ESInet.

65. This cost study includes the capacity cost associated with the national transport network and the IP/MPLS Core network that are used to establish the ESInet as well as the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities.
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Figure 12
B9-1-1 SafetyNet
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66. In TRP 2019-66, the Commission recognized that with NG9-1-1, if the location of the calling device or the caller is unknown or unreadable at call setup, it would be impossible to route the call to the appropriate or designated PSAP as routing is based on location information associated with the 9-1-1 call in NG9-1-1.  Accordingly, the Commission directed TSPs and NG9-1-1 network providers to have arrangements in place for default 9-1-1 call routing with a third party call centre, such as those used for nomadic Voice over Internet Protocol (VoIP) calls[footnoteRef:18]. [18:  	TRP 2019-66, paragraph 38.] 


67. 
The Bell Canada NG9-1-1 network incorporates a B9-1-1 SafetyNet solution to address NG9‑1‑1 calls that are presented to our ESInet/NGCS with unknown, unreadable or otherwise non-routable location information.  In such circumstances, the NGCS is provisioned with default routing logic that will route such calls to its B9-1-1 SafetyNet implementation.

68. Our B9-1-1 SafetyNet solution leverages our Operator Services platform and network, and is deployed in two phases.

69. In Phase 1, which is in place for the launch date of the NG9-1-1 service, ESInet-based default routed voice calls will be directed to our legacy Operator Services platform and network.  This is accomplished through a connection between the two networks utilizing our IP/MPLS core network over our national transport network, and SBCs and gateways.  The SBCs normalize the SIP signalling while the gateways interwork IP voice communications protocols with legacy communications protocols.  These calls are then sent to an NG9-1-1 specific call queue and call taking solution sized to accommodate 5% of the total NG9-1-1 calls being default routed at any given time.  Staffing levels were established based on #	# seconds of average handling time per call, which translates to #	# dedicated, specifically trained and accredited agents, ramped up in 15 months based on expected network access services (NAS) demand.  For each default routed NG9-1-1 call, the agent confirms verbally the location of the caller, determines to which PSAP the call is to be sent and then warm transfers the call to the appropriate PSAP.  Should the volume of default routed calls exceed at any given time the 5% kick-out rate, up to 100% for highly unlikely situations such as a total NG9-1-1 network outage, we will implement a disaster recovery strategy to respond to such high volumes that will engage up to #	# additional agents.  These agents will be using specialized and proprietary software to aid in determining the appropriate PSAP to send the call to.  Agents and managers will be trained on NG9-1-1 and the specialized and proprietary software, with quarterly refreshers.  This disaster recovery plan will be in place by the second quarter of 2022.

70. Building on Phase 1 above, Phase 2, which is planned to be implemented in the second quarter of 2022, will upgrade the network topology and agent workstations in order to natively receive IP-based calls to handle real time texting (RTT9‑1-1) in addition to native VoIP calls.  Further, this new network topology and upgraded agent workstations will be ready to enable warm transfers directly to the ESInet, once a solution is defined for interconnecting third party call originations on the ESInet.
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71. The cost study includes the costs of the national transport network and the IP/MPLS Core network, SBCs and gateways that are used to establish the interconnection between the ESInet and the Bell Operator services platform and network in Phase 1 and Phase 2, the costs to upgrade the Operator Services platform, network and workstations in Phase 2, the costs of the specialized and proprietary software as well as the cost for staffing, training and certifying SafetyNet and disaster recovery agents.  It also includes the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these facilities.
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72. Nothing is implemented on our network without passing through stringent testing in our labs.  In addition, we developed a large portion of the NGCS in-house and as such, development labs are required.  Lab environments are integral to our service continuity process and are used throughout the life cycle of the NG9-1-1 service, from inception until end of life.  Each and every change, be it a software bug fix, a new firmware or software release or the introduction of a new service will pass through one or more lab testing cycles.  Consequently, these lab facilities are for internal use only and cannot be shared.  For NG9-1-1, we built, manage and operate the following lab facilities:

· Software applications development lab environment;
· Unit and integration testing lab environment;
· System integration testing lab environment;
· User acceptance testing lab environment;
· National 9-1-1 Control Centre lab environment;
· Network acceptance lab environment; and
· Production staging and Canary lab environment.

73. Included in this study are the costs for purchasing the equipment, software and tools required to build, maintain and operate the above NG9-1-1 lab environments.
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74. In TRP 2017-182, the Commission mandated us to start NG9-1-1 voice implementation trials with certain PSAPs and TSPs in our operating territory in 2018 and at the latest by the end of February 2019.

75. We implemented a trial platform in 2018 and issued trial versions of the NG9-1-1 Network-to-Network Interface Technical specifications and User-to-Network Interface Technical Specifications in September 2018.  We invited ONPs and PSAPs to participate in the trial and conducted a series of webinars to inform and to provide details and requirements that need to be met in order to participate in the trial, which resulted in seven ONPs and more than 20 PSAPs volunteering to participate.  The Trial officially started in Bell Canada territory in January 2019 and terminated on 31 July 2021.  Significant progress was achieved in the trial conducted in the Bell Canada service territory (for example, the first wireline NG9-1-1 call end-to-end, the first wireless NG9‑1‑1 trial end-to-end, the first successful selective transfer as well as many more breakthroughs).  It should be noted that the trial platform that we implemented is effectively a trimmed-down version of the full production platform on which the NG9-1-1 service is launched over.

76. This cost study includes the costs for the development of a trimmed-down version of the platform (application software packaging), deployment, configuration and operation of the trial platform as well as the labour costs associated with the architecture, design, engineering, configuration, deployment and test activities related to the onboarding of trial participants and the overall management of the trial, all of which are causal to NG9-1-1.
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77. Operating the NG9-1-1 service involves onboarding customers such as ONPs and PSAPs, which requires capturing information for interconnection, IP addresses, jCards and so forth.  That information is processed by the NG9-1-1 provisioning system and turned into configurations that are disseminated throughout the NG9-1-1 Core network and NGCS.

78. Service provisioning also includes a GIS Aggregation system that collects data from GIS Data Providers, which is then processed, analyzed, and passed through a series of quality assurance and quality control (QA/QC) tools before being ingested and promoted in production.

79. Given that NG9-1-1 is launched using E9-1-1 data for routing wireline and wireless calls, our NG9-1-1 service provisioning system includes a feed from the E9-1-1 Database Management System (DBMS).  This data feed is processed and massaged through extract-transform-load (ETL) functions to make the data NG9-1-1 compatible.  This data then runs through a series of QA/QC tools before being ingested and promoted in production namely, in the Hosted LIS and the Hosted Basic Call-ADR applications.

80. The following NG9-1-1 provisioning applications are hosted in the same virtualized environments as the NGCS.

· NG9-1-1 Service provisioning system;
· NG9-1-1 GIS Data aggregation system;
· E9-1-1 ETL for Hosted LIS and Hosted Basic Call-ADR; and
· DNS provisioning system.

81. This cost study contains the costs for the development, procurement and operation of the applications identified above as well as the labour costs associated with the architecture, design, engineering, configuration, deployment and test activities related to these applications.
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82. A number of new processes and documentation were created to allow our employees to deliver and maintain the NG9-1-1 service.  For example, comprehensive technical specifications for ONP interconnections to the ESInet, known as the NG9-1-1 Network-to-Network Interface Specifications, and for PSAP interconnections, known as the NG9-1-1 User-to-Network Interface Specifications, were developed.  Both these documents were versioned, one for the Commission-mandated technical voice trial participants and one for production.  These documents are key for interoperability, constituting the normative specification to abide to for any entity to be onboarded on the Bell Canada ESInet.

83. Also, detailed onboarding processes for both ONPs and PSAPs were developed, including comprehensive test plans for confirming interoperability, failover and compliancy against the UNI or NNI.

84. Training courses were developed in-house for aspects of the service not involving vendors, and were provided to employees.  For systems, applications, tooling, equipment and other products utilized within the NG9-1-1 network supplied by vendors, training courses were purchased from vendors and were provided to employees.

85. All day-2 processes, work instructions and other documentation were reviewed, updated and often replaced by brand new ones since the NG9-1-1 service is delivered on a completely new platform requiring a new set of operational tools and processes.

86. This cost study includes the costs associated with the development of new processes, training materials and documentation, the costs associated with procuring training courses from vendors, and the costs of delivering training to employees.
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87. In order to clearly define the roles, responsibilities, accountabilities, legal requirements, technical requirements and other obligations, we have established a number of new contractual agreements surrounding NG9-1-1. Examples of these agreement are provided below:

· NG9-1-1 Service Agreement with 9-1-1 authorities;
· NG9-1-1 Interconnection Agreement for ONPs;
· NG9-1-1 Interconnection Agreement with Peering ESInet;
· Local Registration Authority (LRA) agreement; and
· Digital certificate subscriber agreement.

88. This cost study includes the costs for creating, reviewing and standardizing these agreements.
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89. We operate a dedicated national 9-1-1 operations centre (referred to as the "9-1-1 Control Centre").  The 9-1-1 Control Centre is in full operation 24 hours a day, seven days a week, 365 days a year, with skilled, trained and qualified staff.  The 9-1-1 Control Centre currently oversees the E9-1-1 network and, starting at the NG9-1-1 launch date, will be responsible for monitoring, maintaining and supporting the newly established NG9-1-1 Service.

90. In order to handle this extra load, we hired additional staff and provided them with training specific to NG9‑1‑1 technologies and the associated support tools required to perform their duties.

91. This study includes the costs associated to the hiring, training and onboarding of new staff, the training of existing staff and the incremental hours for the staff to perform their NG9‑1‑1 specific duties.  To be clear, no costs associated with staff involved with work related to the E9-1-1 network are included in the study.
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92. Since the inception of E9-1-1 service, we have taken steps internally to ensure 9-1-1 service was treated as a top priority, was adequately staffed and funded, with line of sight across its organizational structure. Due to the critical nature of the service, the size of our 9-1-1 serving area and to limit hand-offs, we created a dedicated group with members who have expertise in various areas of the business that are involved in the engineering, provisioning and delivery of 9-1-1 service.

93. With NG9-1-1, we have retained the same organizational structure.  Since NG9-1-1 is an all-IP platform, incremental oversight has been put in place by establishing, for example, a PCA governance structure, an NG9-1-1 Steering committee and using NG9-1-1 deployment project management.

94. This study includes the costs associated with defining, implementing and operating the various oversight and governance structures that are specific to NG9-1-1.  To be clear, costs associated with existing oversight and governance in relation to E9-1-1 are not included in the study.
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95. Onboarding stakeholders to the new NG9-1-1 platform is an important process that cannot be underestimated.  In fact, this process is the gatekeeper to ensure interoperability, reliability, redundancy, security and compliancy against the UNI and NNI are tested, validated and confirmed.  IP is a complex environment where a small detail can derail an implementation.  As such, we have secured highly talented and seasoned personnel that will guide, assist and sometimes train customers as they go through the onboarding processes.  In TRP 2017-182, the Commission determined that only trusted entities are entitled to be interconnected to the NG9-1-1 networks.  In the same decision, the Commission determined that those trusted entities are PSAPs and ONPs currently interconnected to the legacy E9-1-1 platform.  In light of this, we created two onboarding processes, one for PSAPs and one for ONPs, which are described below.

[bookmark: _Toc67490870][bookmark: _Toc85445667]PSAP Onboarding

96. The process for onboarding PSAPs includes a large number of steps and activities that, once completed successfully, ensure that the PSAP is compliant with our NG9-1-1 UNI technical specification and the NG9-1-1 Service Agreement signed with the 9-1-1 Authority. These activities include but are not limited to:

· NG9-1-1 Authority  Agreement signed by the 9-1-1 Authority responsible for the PSAP;
· Information gathering and sharing (Pre-Assessment Form);
· IP VPN circuit diversity assessments, service orders, construction, interconnection and testing;
· Adherence to the terms and conditions stipulated in the NG9-1-1 Authority  Agreement;
· IP assignment and provisioning orders;
· NGCS equipment configuration and testing;
· Cutover planning, testing (e.g., features and functionalities, interoperability, UNI compliance, failover at all layers, acceptance) and turn-up; and
· Customer meetings and routine exchanges.

97. Based on our experience in the Commission-mandated technical voice trial and other past experience in IP technologies, we estimate that onboarding a PSAP can take from eight to twelve weeks to complete.

98. Included in the study are the labour costs associated with the architecture, design, engineering, configuration, deployment and test activities related to onboarding all PSAPs on the production ESInet throughout the entire transition period.
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ONP Onboarding

99. The process for onboarding ONPs includes a large number of steps and activities that, once completed successfully, ensure that the ONP is compliant with our NG9-1-1 NNI technical specification and the NG9-1-1 Interconnection Agreement signed with the ONP. These activities include but are not limited to:

· NG9-1-1 Interconnection Agreement signed with the ONP;
· Information gathering and sharing (ONP Interconnection Ordering Template);
· Adherence to the terms and conditions stipulated in the NG9-1-1 Interconnection Agreement;
· IP assignment and provisioning orders;
· Establishment of physical interconnections;
· POI equipment configuration and testing;
· Cutover planning, testing (e.g., features and functionalities, interoperability, NNI compliance, failover at all layers, acceptance) and turn-up; and
· Customer meetings and routine exchanges.

100. Based on our experience in the Commission-mandated technical voice trial and other past experience in IP technologies, we estimate that onboarding an ONP can take up to three months to complete.

101. Included in the study are the labour costs associated with the architecture, design, engineering, configuration, deployment and test activities related to onboarding all ONPs on the production ESInet throughout the entire transition period.
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102. Since the issuance of TRP 2017-182, which mandated us and the other ILECs to be the custodian of the NG9-1-1 Core infrastructure in our respective 9-1-1 serving territory, we put in place a number of initiatives to address the need for communicating with our customer base and educating them on what is NG9-1-1, what the Bell Companies are doing towards realizing NG9‑1-1 and how to prepare for it.  We went further by extending some of our resources to all industry stakeholders anywhere in Canada, in the spirit of helping the community striving towards the same goal. Here are a few examples of the initiatives, tools and resources that the Bell Companies have put in place since 2017 to specifically address the need for open communications and education:

· Created a space on the Bell Canada 9-1-1 FLEX portal to host resources developed by the Industry in relation to NG9-1-1 and made it available across the country;
· Created and distributed seven bulletins to our customers based on diverse subjects related to NG9-1-1; and
· Created and conducted a series of webinars crafted and destined to various audiences (for example, 9-1-1 authorities, PSAP management, PSAP technical, PSAP vendors, ONPs, and the general community).

103. This cost study includes the costs associated with creating and disseminating the NG9‑1-1 resources and the capacity costs associated with IT systems hosting the information as well as the labour costs associated with the architecture, design, engineering, configuration, deployment and test activities related to these resources and hosting platforms.
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104. In order to stay current, on top of security breaches and to benefit from technology evolution in the software space, software applications, both in-house developed and vendor provided, development frameworks and tools, appliances, hardware systems, network elements (hardware, firmware, software) and other apparatus must be periodically upgraded.  This process is referred to as "lifecycle".

105. In recognition of NG9-1-1 as a life-critical service, we established a policy that makes it mandatory for any product that is purchased, introduced and used on the NG9-1-1 infrastructure, be it software, hardware or both, to be accompanied with a suitable support contract that meets the desired service levels (also known as the extended warranty program).

106. Development frameworks are ever evolving, delivering efficiencies in the development cycle.  Development tools emerge from the open source community as well as from established vendors, providing enhanced capabilities in the software development cycle.  Vendors constantly enhance their products, fix bugs and improve performance.  Bell Canada, as a software development enterprise in the NG9-1-1 sphere for its own internal needs, follows closely the lifecycle of its development frameworks and tools and applies upgrades that are determined to be appropriate.

107. Additionally, NG9-1-1 is all about software applications and databases that deliver the desired functionalities.  While based on the NENA i3 standard and other associated standards, such standards evolve, requiring the applications and databases to evolve.  The table below provides a few examples of recent and future software development envisioned for NG9-1-1, as well as the anticipated timeframe the work will occur.  This list is not exhaustive and is subject to change based on various factors beyond our control.
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Table 1
Forecasted NG9-1-1 Software Development
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# Filed in confidence with the CRTC.
108. This study includes the costs for the lifecycle of development frameworks and tools, appliances, hardware systems, network elements (hardware, firmware, software) and other apparatus through purchased EWPs as well as the costs for the in-house software development of features and capabilities listed in Table 1.  Also, included are the labour costs associated with architecting, designing, engineering, configuring, deploying and testing these lifecycle items.

[bookmark: _Ref63715130][bookmark: _Toc63438099][bookmark: _Toc63925065][bookmark: _Toc67490874][bookmark: _Toc85445671]E9-1-1 Decommissioning

109. Decommissioning the E9-1-1 service and its infrastructure will happen at the end of the transition period, when all ONPs will have migrated to NG9-1-1 and there will be no PSAP served by the E9-1-1 platform.  The details of the related work have not been worked out yet.

110. As such, this study does not include any costs associated with the decommissioning of the E9‑1‑1 platform as well as the LSRG functionality.  Such costs will be included in the study we plan on filing in 2025.

[bookmark: _Toc62771325][bookmark: _Toc62771450][bookmark: _Toc62771582][bookmark: _Toc62771706][bookmark: _Toc62771829][bookmark: _Toc62823746][bookmark: _Toc62831730][bookmark: _Toc62771327][bookmark: _Toc62771452][bookmark: _Toc62771584][bookmark: _Toc62771708][bookmark: _Toc62771831][bookmark: _Toc62823748][bookmark: _Toc62831732][bookmark: _Toc62771328][bookmark: _Toc62771453][bookmark: _Toc62771585][bookmark: _Toc62771709][bookmark: _Toc62771832][bookmark: _Toc62823749][bookmark: _Toc62831733][bookmark: _Toc62771329][bookmark: _Toc62771454][bookmark: _Toc62771586][bookmark: _Toc62771710][bookmark: _Toc62771833][bookmark: _Toc62823750][bookmark: _Toc62831734][bookmark: _Toc62771333][bookmark: _Toc62771458][bookmark: _Toc62771590][bookmark: _Toc62771714][bookmark: _Toc62771837][bookmark: _Toc62823754][bookmark: _Toc62831738][bookmark: _Toc62771334][bookmark: _Toc62771459][bookmark: _Toc62771591][bookmark: _Toc62771715][bookmark: _Toc62771838][bookmark: _Toc62823755][bookmark: _Toc62831739][bookmark: _Toc62771335][bookmark: _Toc62771460][bookmark: _Toc62771592][bookmark: _Toc62771716][bookmark: _Toc62771839][bookmark: _Toc62823756][bookmark: _Toc62831740][bookmark: _Toc62771336][bookmark: _Toc62771461][bookmark: _Toc62771593][bookmark: _Toc62771717][bookmark: _Toc62771840][bookmark: _Toc62823757][bookmark: _Toc62831741][bookmark: _Toc63925066][bookmark: _Toc67490875][bookmark: _Toc85445672]Service Benefits

111. NG9-1-1 will enable Canadians to access a number of new, enhanced and innovative 9‑1-1 services with IP-based capacities such as:

· Unified NG9-1-1 PSAP interoperability and selective transfer across the country through inter-ESInet connectivity;
· Real-time text to 9-1-1 (RTT9-1-1);
· Telematics such as vehicle-initiated advanced automatic crash notifications;
· Real-time video calling;
· Transmission of additional forms of data such as pictures, videos, medical records, and floor plans; and
· Other methods of IP-based communications.

112. In addition, inherent to the nature of IP networks and SIP signalling, call setup times are drastically improved.  In fact, while on average, call setup time on MF signalling is 10-12 seconds and 4-5 seconds for SS7 signalling, with SIP signalling, call setup is under one second, typically around 0.5 of a second.  Considering that seconds count in emergency situations, this improvement alone will greatly improve the safety of Canadians.
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113. We are proposing a monthly rate of $0.0951 per access for NG9-1-1 service.  This rate is based on the costs that we incur as the NG9-1-1 network provider in our serving territories, as discussed in section 9.4.  The rate will be charged to all of our retail and wholesale wireline and wireless end-users within our Bell Canada, Bell MTS, Bell Aliant, Télébec and other Bell-owned SILEC operating territories.
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114. For retail wireline end-users, we are proposing that the following monthly surcharge be added to our monthly rate proposed in Section 6.1.1. The retail wireline surcharge is based on the costs that we incur as an ONP as discussed in section 9.5.  We are proposing the following rate be charged to all of our retail wireline end-users within our Bell Canada, Bell MTS, Bell Aliant, Télébec and other Bell-owned SILEC operating territories:

	
	Retail Wireline Monthly Surcharge
	Total Retail Wireline Monthly Rate

	$ per access
	$ 0.01
	$ 0.10



115. As discussed in section 1.2, the proposed monthly rate for NG9-1-1 service will apply in addition to the E9-1-1 rates as set out in the existing tariffs for E9-1-1 service in the respective regions within Bell Canada, Bell MTS, Bell Aliant, Télébec and other Bell-owned SILEC operating territories.
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116. The monthly rate for NG9-1-1 service, which is classified as a Public Good, is based on causal costs plus a 15% mark-up as per the Commission's determinations at paragraph 139 of Decision 2008-17, and paragraph 231 of Decision 2002-34[footnoteRef:19] for competitor services formerly classified as Category I[footnoteRef:20]. [19:  	Telecom Decision CRTC 2002-34, Regulatory framework for second price cap period.]  [20:  	Competitor services classified as Category I services in Decision 2002-34 are largely equivalent to the services assigned to the Essential, Conditional Essential, Public Good and Interconnection categories established in Decision 2008-17.] 
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117. We have requested interim approval of our tariff effective 1 January 2022 in order to have the flexibility to carry live traffic on the NG9-1-1 network prior to 1 March 2022.  Although our entire network will be leveraged once a carrier's live traffic is on the NG9-1-1 network, we are not proposing to introduce charges prior to 1 March 2022.  Thus, our proposed tariff provides for no charges for the period of 1 January 2022 to 28 February 2022.  Accordingly revenue from a cost study perspective is still aligned to start effective 1 March 2022.
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118. The price floor test associated with NG9-1-1 service has been met in accordance with the price floor test methodology as set out in various Commission decisions.[footnoteRef:21]  The NG9-1-1 wholesale rate is based on the costs that we incur as the NG9-1-1 network provider plus a mark-up of 15%.  This study was conducted based on the All-Carriers approach including retail and wholesale wireline and wireless demand.  The NG9-1-1 retail rate is based on the wholesale rate plus an additional charge intended to recover the costs that we incur as an ONP.  Also included in the retail rate are the costs that Télébec and other Bell-owned SILECs incur in order to be hosted on our NG9-1-1 network. [21:  	See, for example, Decision 2009-80, Review of price floor test and certain wholesale costing methodologies.] 


119. Tables 1 and 2 in the Appendix 1 of this study report provide the results of the price floor test for NG9-1-1 service.  Table 1 provides the total present worth (PW) of revenues and costs over the study period and Table 2 provides the monthly revenues and costs per wireless telephone number.

120. Appendix 2 of this study report provides other related detailed cost information.
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Demand and Revenue Information
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121. The forecast of the Bell Companies and competitor wireline and wireless NAS in-service demand over the study period was developed based on the historical trends and our projection of future trends over the study period, for each market segment (i.e., retail residential and business wireline voice markets, wholesale wireline, wholesale wireless and Bell Mobility), across our operating territory as well as across the operating territories of Télébec and the Bell-owned SILECs.
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122. Our forecast consists of wireline and wireless competitor demand, our demand and the total All-Carriers demand.  The forecasted demand associated with the NG9-1-1 service is provided in Table 3 in the Appendix 1 of this study report.

[bookmark: _Toc180826015][bookmark: _Toc63438109][bookmark: _Toc63925075][bookmark: _Toc67490886][bookmark: _Toc85445683]Causal Costs

123. The causal costs are determined in accordance with the Phase II costing principles set out in various decisions.

124. The pre-introduction costs associated with NG9-1-1 related to the Commission-mandated technical trial, which amount to 	# in total are included in the Costs Causal to Service category.

125. In TRP 2017-182, the Commission directed us to: (i) undertake NG9-1-1 laboratory trials in 2017, and (ii) start NG9-1-1 Voice implementation trials with certain PSAPs and TSPs in their respective operating territories in 2018 and at the latest by the end of February 2019.  The costs associated with these trials are included in our cost study and should be recovered through the proposed NG9-1-1 rate, as they are causal solely to NG9-1-1 (i.e., these costs would not have been incurred in the absence of the directive to introduce NG9-1-1).



# Filed in confidence with the CRTC.
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126. All results are in 2021 Canadian dollars.

127. The Technology Cost Factors (TCF) and Structure Cost Factors (SCF) were used to develop the Phase II costs associated with support structures, inter-office fibre cables, land, building and power.

128. The asset life estimates used in the study are consistent with the life estimates approved by the Commission in Decision 2008-14[footnoteRef:22]. [22:  	Telecom Decision CRTC 2008-14, Regulatory policy – Review of certain Phase II costing issues.] 


129. The study was performed using an All-Carriers approach consistent with the Commission's determination in TRP 2009-80[footnoteRef:23]. [23:  	Telecom Regulatory Policy CRTC 2009-80, Review of the price floor test and certain wholesale costing methodologies.] 


130. Phase II costs have been adjusted to reflect cost increases and productivity changes within the study period.

131. Historical actual cash flows incurred from the date of TRP 2017-182 up to end of July 2021 have been expressed in 2022 dollars by applying the Bell Canada after tax weighted average cost of capital (AT-WACC) to the costs. 

132. We have amortized significant start-up costs causal to the service (such as pre-launch capitalized labour costs) over a life estimate that is longer than the study period (i.e. 10-years) to ensure that these costs are recovered over a longer period. 

133. This proposed tariff does not at this point apply to Newfoundland and Labrador.  As such, we do not propose to introduce a charge in this province at this time with respect to NG9‑1-1.  We have also excluded the demand from that province in our cost modelling.  Newfoundland and Labrador are currently served by B9-1-1.  As such, routable and dispatchable civic addressing are likely to remain a challenge for several years within the province.  The CRTC interconnection Steering Committee (CISC) Emergency Services Working Group (ESWG) (CISC ESWG) in TIF 94 is examining the creation of a transitionary form of NG9-1-1 for B9-1-1 locations; however, such an approach requires us to support a subset of features yet to be determined.  We suspect that it will not be until late 2024 or early 2025 before the industry is ready to launch such services.  Certain transition costs are dependent on the outcome of TIF 94 and are unknown at this time.  We intend to include these costs (if available) in the next NG9-1-1 cost study which will be conducted upon the decommissioning of legacy E9-1-1 services.  For more information on this issue, we refer the Commission to Northwestel's 1 October 2021 report to the Commission regarding the transition of B9-1-1 areas to NG9-1-1 areas.[footnoteRef:24]  [24:  	Northwestel Response dated 1 October 2021 Re:  Follow-up to Telecom Decision CRTC 2021-199 – Establishment of new deadlines for Canada's transition to next-generation 9-1-1 – File No. 1011-NOC2020-0236.] 
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134. The study period covers the five-year period from 1 March 2022 to 28 February 2027.
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135. The financial parameters and tax rates used in the study are provided in Table 4 in the Appendix of this study report.  These parameters and tax rates were filed with the Commission on 9 April 2019, except for the revenue charge for which we are using the charge that was approved in Decision 2020-395[footnoteRef:25]. [25:  	Telecom Decision CRTC 2020-395, Final 2020 revenue-percent charge and related matters.] 
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136. This section provides detailed descriptions of the costs that we incur as a NG9-1-1 network provider.
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137. Expenses causal to the service include non-demand variable one-time and ongoing costs associated with advertising and promotion, billing and other operational activities.  The cost inclusions by expense category are provided below:
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Advertising and Promotion

138. There are no advertising and promotion costs causal to service. 
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139. There are no billing expenses causal to service. 
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140. This category contains the costs associated with the B9-1-1 SafetyNet Phase 1 and Phase 2, and the B9‑1‑1 disaster recover plan as discussed in Section 4.10, PSAP and ONP onboarding as discussed Section 4.18, IP VPN deployment to PSAPs as discussed in Section 4.2, post-launch support and maintenance as discussed in Section 4.16, cybersecurity as discussed in Section 4.6, training as discussed in Section 4.14, product management and other ongoing operational activities as discussed in Section 4.17.  This category also includes maintenance and service provisioning expenses associated with the capital expenditures included in the capital causal to service category.  The activities included in this expense category are identified below, with further detail available in Table 6a - Expenses in Appendix 2.

Table 2
NG9-1-1 Network Provider Activities for Expenses Causal to Service – Other

	Major Activity *
	Description
	Costing Method
	PWAC
($M)

	B9-1-1 SafetyNet Phase 1 – Agent Salary
	Annual recurring salary for the third-party call centre agents
	Based on the vendor negotiated hourly rate and the estimated Paid Signed In Hours (PSIH) per agent used. Number of agents required is based on a 5% kick-out rate and #       # seconds of average handling time.
	# 

	B9-1-1 SafetyNet Phase 1 – Call Centre Support
	Annual recurring costs associated with dedicated Bell internal support team providing ongoing Hardware (HW) /Software (SW) support 24x7 to the call centre agents and workstations
	Based on time estimates and labour unit costs
	

	B9-1-1 SafetyNet Phase 1 – Call Centre Maintenance
	Hardware support for Phase 1 agent workstations at call centres
	Based on explicit estimate
	

	B9-1-1 SafetyNet Phase 1 – Training
	Training of agents and supervisors including National Emergency Number Association (NENA) training
	Based on quotes and explicit estimate
	

	B9-1-1 SafetyNet Phase 1 – Call Centre Setup
	Set up and configure Phase 1 workstations at two call centre sites
	Based on explicit estimate
	

	Maintenance (PIS)
	Maintenance costs associated with the capital expenditures included in capital causal to the service
	Based on % Plant-in-Service applied to the Capital Causal to Service
	# 

	Extended Warranty Program (EWP)
	Costs associated with the Extended Warranty Program (EWP) for the HW/SW deployed within the NG9-1-1 network, which will be incurred once the initial warranty expires
	Based on explicit estimate 
	# 

	PSAP Onboarding 
	Costs associated with conducting an overall PSAP LAN assessment for each PSAP to transition them to the new NG9-1-1 network.  Site-specific factors such as security, environment, sharing, colocation and dynamic routing will be analyzed
	Based on the estimated number of hours required to cut over each PSAP and labour unit costs
	# 

	ONP Onboarding
	Costs associated with transitioning each ONP to the NG9‑1‑1 Network
	Based on estimated number of hours required to cut over each ONP and labour unit costs
	# 

	Resources – Additional IP VPN Deployment to PSAPs
	Resources to deploy new IP VPN circuits or upgrade them to fibre for both single and dual circuit PSAPs to meet the diversity requirements
	Based on the estimated number of incremental resources required and labour unit costs
	# 

	Post-launch Support and maintenance 
	Service assurance activities associated with ongoing surveillance, monitoring, maintenance and testing of the new NG9-1-1 network as well as providing support for NG9-1-1 applications, IP VPN connectivity to PSAPs, SBCs, switches and firewalls, etc. It also includes costs associated with issuing tickets, escalation, troubleshooting, and technician dispatch.
	Based on the estimated number of incremental hours required and labour unit costs
	# 

	Bad Debt  
	Uncollectible revenue 
	Calculated by applying  the % bad debt to the total PWAC
	# 

	Cybersecurity
	One-time and annual recurring costs associated with cyber security activities including running scans, tracking remediation, dealing with tickets/alerts, managing incidents, including NG9-1-1 security roadmaps, tracking compliance, and incorporating global network reporting
	Based on actual and estimated number of incremental hours required and labour unit cost
	# 

	Training 
	Costs associated with in-house developed training courses for aspects of the service not involving vendors, and provided to employees as well as vendor supplied training courses for systems, applications, tooling, equipment and other products utilized within the NG9-1-1 network supplied by vendors provided to employees
	Based on actual costs incurred
	# 

	B9-1-1 SafetyNet Phase 2 - Maintenance
	Annual recurring costs associated with maintaining Phase 2 multimedia agent workstations at 3rd party Call Centre
	Based on explicit estimate
	# 

	B9-1-1 SafetyNet Phase 2 – Cybersecurity Audit
	Costs associated with one-time cybersecurity audit
	Based on explicit estimate
	# 

	B9-1-1 SafetyNet Phase 2 – Call Centre Setup
	Costs to set up and configure Phase 2 multimedia workstations at two call centre sites
	Based on explicit estimate
	# 

	B9-1-1 Safety Net Disaster Recover Plan - Training 
	Annual costs associated with training 
#          # agents in case of a total NG9‑1-1 network outage 
	Based on the number or agents, the annual hours of training required and the cost per hour
	# 

	Capital Driven Expenses (CRE)
	CRE associated with those capital expenditure included in capital causal to the service
	Calculated by applying  the % CRE  to the capital causal to service
	# 

	Post-Launch Wholesale Product
	Cost associated with managing NG9‑1-1 wholesale NAS reporting and billing and overall support including carrier onboarding activities
	Based on labour unit costs and actual and estimated time estimates
	# 

	Pre-Launch Wholesale Product
	Costs related to the development and operationalization of the ONP onboarding solution and documenting the process
	Based on labour unit costs and actual and estimated time estimates
	# 
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141. Capital causal to the service includes non-demand variable costs associated with hardware and/or software required to deliver the NG9-1-1 service.
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142. This capital expenditure category contains the hardware costs associated with the following equipment deployed as part of the implementation of the NG9-1-1 network:

· Inter-ESInet: Refer to section 4.1
This category includes costs for dedicated ports on Bell PE routers and associated fibre interconnections.
· ESInet and IP VPN: Refer to section 4.2
This category includes costs associated with new or upgraded IP VPN circuits to be deployed to PSAPs to meet the diversity requirement.  These cost components are associated with CE routers, new access fibre build, existing access fibre facilities, central office equipment and traffic-driven transport costs.  New fibre build costs are based on explicit estimates for each circuit while the other cost components are based on corporate average unit costs.
· NG9-1-1 POI: Refer to sections 4.3 and 4.6
This category includes costs for the equipment deployed in our NG9-1-1 POIs, including the costs of equipment related to Cybersecurity and Perimeter Protection.  These are the actual costs incurred from our system of accounts and the actual warehouse and distribution costs.  Support structure costs were calculated based on the support structure cost factors as filed in Appendix V of the Manual.
· NG9-1-1 Core Services Node: Refer to section 4.4
This category includes costs associated with the equipment deployed in our NG9‑1‑1 service nodes to host and support the NG9-1-1 Core Services Applications.  These are actual costs incurred from our system of accounts and the actual warehouse and distribution costs.  Support structure costs were calculated based on the support structure cost factors as filed in Appendix V of the Manual.
· LSRG: Refer to section 4.7
This category includes costs for the LSRG components, which are based on corporate average unit costs.
· Interconnection: Refer to section 4.8
This category includes costs associated with interconnections which were developed based on corporate average unit costs.
· 
Inter-networking and Transport: Refer to section 4.9
This category includes costs associated with our IP/MPLS core network and dedicated ports on our PE and distribution routers, which are based on corporate average unit costs and the required bandwidth.
· B9-1-1 SafetyNet Phase 1, 2 and Disaster Recovery Plan (DRP) : Refer to section 4.10
This category includes costs associated with equipment deployed in our Operator Services network to enable call answer for default routed calls, including the new multimedia workstations. These costs are based on estimates.
· NG9-1-1 Laboratories: Refer to section 4.11
This category includes costs associated with equipment deployed in various NG9‑1‑1 labs.  These are actual costs incurred from our system of accounts and the actual warehouse and distribution costs.  Support structure costs were calculated based on the support structure cost factors as filed in Appendix V of the Manual.
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143. This capital expenditure category includes the costs associated with the acquisition of software products and licences for integration in the NG9-1-1 platform as follows:

· NG9-1-1 POI: Refer to sections 4.3
This category includes costs associated with licenced software products purchased and deployed in our NG9-1-1 POIs such as #	 
	#.  These consist of the actual costs incurred as reflected in our system of accounts as well as forecasts.
· NG9-1-1 Core Services Node: Refer to section 4.4
This category includes costs associated with licenced software products purchased and deployed in our NG9‑1‑1 service nodes to support certain features and capabilities such as #		 
	#.  These costs consist of actual costs incurred as reflected in our system of accounts as well as forecasts.
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· LSRG: Refer to section 4.7
This category includes costs associated with licenced software products purchased and deployed in our LSRG such as #	 
	#.  These consist of actual costs incurred as reflected in our system of accounts as well as forecasts.
· B9-1-1 SafetyNet: Refer to section 4.10
This category includes costs associated with licenced software products purchased and deployed in our Operator Services network such as #	# to enable call answer for default routed calls in our B9-1-1 SafetyNet solution as well as in our DRP solution.  These are costs based on vendor quotes.
· NG9-1-1 Laboratories: Refer to section 4.11
This category includes costs associated with licenced software products purchased and deployed in various NG9‑1‑1 labs such as #		 
	#.  It also includes hardware costs for equipment purchased to host software and to mimic, in some instances, our production platform.  These consist of actual costs incurred as reflected in our system of accounts as well as forecasts.
· Service Provisioning: Refer to section 4.13
This category includes costs associated with licenced software products purchased and deployed as part of our Service Provisioning systems such as #		 
	#.  These are actual costs incurred from our system of accounts as well as forecasts.

144. This category also includes the costs associated with introducing new wholesale billing codes and making modifications to our billing systems in support of the introduction of the NG9‑1-1 service.
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145. This capital expenditure category includes the costs associated with pre-launch capitalized labour-related activities.  These costs were developed based on historical costs as reflected in our system of accounts and labour unit costs.  The activities below are associated with one or more building blocks described in section 4.0. Refer to Table 6b – Capital in Appendix 2 for further detail.
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This capitalized labour cost category includes the hours spent by the NG9-1-1 Operations staff participating in the activities related to the various building blocks, including but not limited to creating business requirements, reviewing architectures and design documents, etc.
· Pre-Launch Architectures
This capitalized labour cost category includes the hours spent by various architects in their respective area of expertise to define the targeted architectures towards which the project team would base its work.  This includes but is not limited to the Chief 9-1-1 Technology Architect setting the overall technology direction and architecture, the IP Core Network Architect setting the baseline architecture for the ESInet and connections points, the Voice Architect setting the voice network architecture and the Security and Cybersecurity Architect setting the baseline architecture to attain the appropriate security posture for NG9-1-1.  The architecture activities are critical as they set the direction and ultimately, the baseline against which the designs and builds are judged and benchmarked.  Architecture work is not done in a vacuum and requires thorough reviews by internal stakeholders, including vetting by managers assigned to oversee the project.
· Pre-Launch Engineering
This capitalized labour cost category includes the cost associated with the hours spent by detailed engineering groups, once designs have been completed.  This includes activities such as site visits for floor space and rack space engineering, power engineering, HVAC engineering, and fibre and cross-connect engineering.
· Pre-Launch Network Build
This capitalized labour cost category includes the cost associated with Bell internal hours spent to unpack, install, power up and turn online physical NG9-1-1 equipment in all sites.  It should be noted that most of the installation is actually performed by external contractors whose costs are captured in the Pre-Launch Network Design, Deployment and Testing category.
· Pre-Launch Network Design, Deployment and Testing
This capitalized labour cost category includes the cost associated with the hours spent to develop the network designs, which trigger detailed engineering and provisioning activities, the deployment activities for the various components comprising the NG9-1-1 network (e.g., issuing facility work orders) and the testing of such components.
· Pre-Launch Service Implementation and Service Assurance
This capitalized labour cost category includes the cost associated with the hours spent to implement the NG9-1-1 service as well as to implement and test the service assurance process end-to-end.
· Pre-Launch Process Development
This capitalized labour cost category includes the cost associated with the hours spent to develop the various processes required to launch, operate and maintain the NG9-1-1 service.  Examples of such processes include PSAP and ONP onboarding processes, and alarm monitoring and troubleshooting processes.
· Pre-Launch Project Management
This capitalized labour cost category includes the cost associated with hours spent by project managers on various aspects of the multi-year project that started with the issuance of TRP 2017-182 until the launch date of the NG9-1-1 service.
· Pre-Launch Provisioning
This capitalized labour cost category includes the cost associated with the hours spent in the provisioning phase of the project.  This includes, but is not limited to, network components data provisioning and configurations, issuing service orders and issuing circuit orders.
· Pre-Launch Software Application Development
This capitalized labour cost category includes the cost associated with Bell Canada internal hours spent in the software development of the NG9-1-1 Core Services required to be i3-compliant and conformant to the requirements set out in various Commission decisions.
· Pre-Launch Software Application Development – Contractor
This capitalized labour cost category includes the cost associated with contractor hours spent in the software development of the NG9-1-1 Core Services required to be i3-compliant and conformant to the requirements set out in various Commission decisions.
· 
Pre-Launch PSAP Related Activities
This capitalized labour cost category includes the cost associated with hours spent by the NG9-1-1 Operations team in addressing PSAP readiness.  This includes but is not limited to informing, training and educating PSAPs through visits, webinars and bulletins, pre-testing PSAP configurations in our labs, and issuing MACDs (Modify-Add-Change-Delete) for IP VPN circuits.
· Pre-Launch NG9-1-1 Trial
This capitalized labour cost category includes the costs associated with hours spent in setting up the trial platform, assessing trial participant candidates, onboarding vetted trial participants, maintaining the trial platform, managing the trial and reporting status and results from the Commission-mandated technical voice trial.

[bookmark: _Toc67490899]Post-launch activities
[bookmark: _Toc180826022]
· Application, Platforms and Tools Lifecycle: Refer to section 4.20
This capital expenditure category includes the cost for life cycling development frameworks and tools, appliances, hardware systems, network elements (hardware, firmware, software), as well as the cost for the in-house software development for maintaining the NG9-1-1 service up to date and secure.
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146. There are no capital or expenses causal to demand.  The entire pre-launch and post-launch costs to build and maintain the network and provision NG9-1-1 service are service driven.
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147. 3rd party acquisition cost category includes costs associated with #		 
			 
		#
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148. Imputed costs include costs associated with poles and conduits. The cost associated with poles was developed by applying the structure cost factor (SCF) for poles to the aerial fibre and aerial copper cable costs.  The cost associated with conduit was developed by applying the SCF for conduit to the underground fibre, buried fibre, underground copper and buried copper cable costs.
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149. This section provides a description of the costs that we incur as an ONP.
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150. Expenses causal to the service include non-demand variable one-time and ongoing costs associated with advertising and promotion, billing and other operational activities.  Cost inclusions by expense category are provided in the subsections below.
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151. There are no advertising and promotion costs causal to service.
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152. There are no billing expenses causal to service.
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153. This expense category includes bad debt. 
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154. Capital causal to the service includes non-demand variable costs associated with hardware and/or software required to provision the NG9-1-1 Service. This capital category includes costs associated with the functionality required by Bell as an ONP to interconnect and interwork with the NG9-1-1 network, be it at service launch or towards the decommissioning date. The major activities in this capital category are:


Table 3
Activities for ONP Capital Causal to Service

	Major Activity
	Description
	Costing Method
	PWAC
($M)

	Billing
	Modifications to billing system to introduce NG9-1-1 for retail wireline customers
	Based on explicit estimate
	#

	Wireline IP Multimedia Subsystem (IMS) Upgrade
	Development of a software application to make our IMS-based wireline service compatible with NG9-1-1.
	Based on labour unit costs and actual and estimated time estimates
	#



155. Cost inclusions by capital cost category are provided in the subsections below.
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156. There are no hardware costs causal to the service.

[bookmark: _Toc63438132][bookmark: _Toc63925099][bookmark: _Toc67490909]Software

157. This category includes the costs associated with the development of the wireline IMS upgrade and making modifications to billing system in support of the introduction of NG9‑1‑1 for retail wireline customers.
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158. There are no costs causal to demand in this study.

[bookmark: _Toc63438134][bookmark: _Toc63925101][bookmark: _Toc67490911][bookmark: _Toc85445696]3rd Party Acquisition Costs and Imputed Costs Based on Tariff Rates

159. This cost category includes costs that #	#[footnoteRef:26] incurs as an ONP to interconnect to Bell Canada NG9-1-1 network. [26:  	#	#] 
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